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Overview

• Data sharing and its’ benefits.
• What is Data Management Planning (DMP) and why it is 

required?
• What is included in the Data Management Plan? Practical 

Example ESRC template.
• Resources, tools and templates.
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Data lifespan and data sharing

• data have a longer lifespan than the 
(research) project that creates them.

• data can be (re) used for various 
purposes when well managed, 
preserved and shared.

• who is benefiting from data sharing? 
researchers, public, funding bodies, 
scholarly community and research 
participants.
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Benefits of Sharing Data
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Researchers Funding Bodies Public Research 
Participants

increases visibility 
of scholarly work 
and increase 
citations (DOI)

make optimal use of 
publicly funded 
research

advance science to 
the benefit of 
society

allow maximum use 
of their contributed 
data/information

archiving provides 
long-term safe 
storage for data

avoid duplication of 
data collection

adoption of 
emerging norms –
‘open access’ 
publishing

minimise data 
collection on the 
hard-to-reach (e.g. 
ill, elites)

assists in 
implementing 
publishers’ data 
retention policies 
and enables 
collaborations 

maximise return for 
investment

compliance with 
laws and 
regulations 
(transparency,
openness, 
accountability)

enable participants’ 
experiences to be 
understood as 
widely as ethically 
possible



Data Management Planning (DMP)

A data management plan (DMP) describes how the data will be

• Collected
• Organised
• Analysed
• Preserved
• Shared.
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Why we need data management planning?

• Plan ahead what to do with research data.
• Keep track of research data (e.g. staff leaving)
• Identify support, resources, budget, services needed.
• Plan storage, short & long-term.
• Plan security, ethical aspects.
• Plan long-term sharing.
• Shows accountability (funder, institution, partners)
• Makes data FAIRer: Findable, Accessible, Interoperable, Reusable.
• To fulfil funders requirement.

6



FAIR Principles for publishing data
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Findable
Accessible

Interoperable
Re-usable

Force 11 FAIR Principles

https://www.force11.org/group/fairgroup/fairprinciples


Making Data FAIR
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• community-endorsed metadata (documentation) 
standards.

• persistent identifiers e.g. DOIs.
Findable

• availability statement (including restrictions)
• methods/tools to access the data.
• metadata preserved indefinitely.

Accessible

• standard vocabularies/ontologies.
• standard metadata schemas. Interoperable

• community-endorsed data licencing.
• established data quality assurance processes.
• long-term preservation.

Re-useable



DMPs Structure
Data management plans can differ from one funder/institution to 
another - always consult your funder/host institution 
requirements
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Description of data (new & existing)

Management and curation 

Storage and backup

Legal and ethical considerations

Data sharing

Responsibility and resources



Overview of UK research funders with data sharing policies and 
requirements for data sharing plans
Funder DMP 

required?
Required at 
application

DMP topics

Arts and humanities research 
council (AHRC)

Yes Data Management Plan. Data summary, data collection, short and long term 
data storage, data sharing, ethical and legal 
considerations.

Biotechnology and biological 
sciences research council 
(BBSRC)

Yes Data management and 
sharing plan.

Type, format, standards, sharing methods, restrictions, 
sharing timeframe.

Cancer research UK (CRUK) Yes Data sharing plan. Volume, format, standards, metadata, documentation, 
sharing method, timescale, preservation, restrictions.

Department for International 
development (DFID)

Yes Access and data 
management plan.

Repositories, limits, timescales, responsibilities, 
resources, access strategy.

Economic and social research 
council (ESRC)

Yes Data management plan. Volume, type, quality, archiving plans, difficulties 
sharing, consent sharing, IPR, responsibilities.

Medical Research Council 
(MRC)

Yes Data management plan. Collection, methods, documentation, preservation, 
standards, curation, security, confidentiality, sharing 
and access, timescale.

Natural environment research 
council (NERC)

Yes Outline data management 
plan.

Data management procedure, created data.

Welcome Trust Yes Data management and 
sharing plan.

What data, when share, where share, how access, 
limits, how preserve, what resources. 10

https://ahrc.ukri.org/documents/guides/data-management-plan/
https://bbsrc.ukri.org/documents/data-sharing-policy-pdf/
https://zenodo.org/record/1479702#.YdbytGjP3IU
https://esrc.ukri.org/files/research/international/esrc-dfid-example-data-management-plan/
https://esrc.ukri.org/files/research/international/esrc-dfid-example-data-management-plan/
https://www.open.ac.uk/library-research-support/research-data-management/mrc-data-management-plans
https://nerc.ukri.org/research/sites/environmental-data-service-eds/dmp/
https://cms.wellcome.org/sites/default/files/data-management-plans.pdf


Example of a DMP
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ESRC DMP

Following sections need to be completed:
1. Assessment of existing data.
2. Information on new data.
3. Quality assurance of data.
4. Backup and security of data.
5. Management and curation of data.
6. Difficulties in data sharing and measures to overcome these.
7. Consent, anonymization and re-use strategies.
8. Copyright/Intellectual property rights.
9. Responsibilities.
10. Preparation of data for sharing and archiving.
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Assessment of existing data

The section must provide:
i) An explanation of the existing data sources that will be 
used by the research project, with references.
ii) An analysis of the gaps identified between the currently 
available and required data for the research.

Consult UKRI Gateway to Research of past and present 
research grants and their outputs.
Example of FAIR Data Sources that can be consulted are:

• UK Data Service Data Catalogue, with over 8,500 collections of key 
economic, social and historical data spanning many disciplines and 
themes.

• CESSDA Data Catalogue containing metadata for over 31,000 
collections from European Archives.
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https://gtr.ukri.org/
https://beta.ukdataservice.ac.uk/datacatalogue/
https://datacatalogue.cessda.eu/


Information on new data

Provide structured information on the data that will be produced 
and/or accessed by the research project including:

• data volume
• data type
• data quality and formats
• standards documentation and metadata
• methodologies for data collection and/or processing
• source and trustworthiness of third party data.
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Resources for information on new data

Further information

Guidance on data formats
• Versioning
• Digitisation
• File formats
• Organising
• Quality
• Transcription
• Recommended formats
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https://ukdataservice.ac.uk/learning-hub/research-data-management/#format-your-data
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/versioning/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/digitisation/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/file-formats/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/quality/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/organising/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/transcription/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/quality/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/recommended-formats/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/transcription/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/recommended-formats/


Quality assurance of data

This should include QA on data collected at the time of data 
collection, data entry, data checking and digitisation if applicable such 
as:
• Documenting the calibration of instruments.
• Taking duplicate samples or measurements.
• Standardised data capture, data entry or recording methods
• Data entry validation techniques including software used (e.g. 

QAMyData).
• Methods of transcription or methods of digitisation.
• Peer review of data.

Please check our webpages for further information

16

https://ukdataservice.ac.uk/about/research-and-development/past-projects/qamydata/
https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/quality/


Security and backup of data

Describe the data security and backup procedures that you will adopt 
to ensure the data and metadata are securely stored during the 
lifetime of the project
Always consider:
• Consulting your institution’s policy on backups (policies vary from 

one institution to another so ensure information is up to date)
• If your data is sensitive (e.g. detailed personal data) you should 

discuss appropriate security measures which will be taken.
• Data security arrangements need to be proportionate to the nature 

of the data and the risks involved.
Please check our webpages for further information
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https://ukdataservice.ac.uk/learning-hub/research-data-management/#store-your-data


Management and curation of data

Outline your plans for i) preparing ii) organising and iii) documenting 
data always considering:
• Types of data e.g. primary, secondary, anonymised, 

pseudoanonymised etc.
• Metadata for data description, annotation and contextual 

information.
• Key documentation such as user guides, data dictionaries, interview 

schedules.
• Naming conventions for data files.
• Long-term preservation of data.
Please check our webpages for further information
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https://ukdataservice.ac.uk/learning-hub/research-data-management/format-your-data/transcription/


Study level documentation
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Data level documentation
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http://doi.org/10.5255/UKDA-SN-8735-1

http://doi.org/10.5255/UKDA-SN-6377-1

http://doi.org/10.5255/UKDA-SN-8735-1
http://doi.org/10.5255/UKDA-SN-6377-1


Catalogue metadata

21



Resources for documenting data

Further information

Guidance on documenting data
• Data level documentation
• Study level documentation
• Metadata
• Other documentation resources
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https://ukdataservice.ac.uk/learning-hub/research-data-management/#document-your-data
https://ukdataservice.ac.uk/learning-hub/research-data-management/document-your-data/data-level/
https://ukdataservice.ac.uk/learning-hub/research-data-management/document-your-data/study-level-documentation/
https://ukdataservice.ac.uk/learning-hub/research-data-management/document-your-data/study-level-documentation/
https://ukdataservice.ac.uk/learning-hub/research-data-management/document-your-data/metadata/
https://ukdataservice.ac.uk/learning-hub/research-data-management/document-your-data/documentation-resources/


Difficulties in data sharing and measures to 
overcome these 

• Identify potential obstacles & explain possible measures to overcome 
these.

• State explicitly which data may be difficult to share and why and if 
ethical issues could cause difficulties in data sharing, explain your 
strategies for dealing with these issues.

• The ESRC supports the position that most data can be curated and 
shared ethically provided researchers pay attention right from the 
planning stages of research to the following aspects:

• when gaining informed consent, include consent for data sharing.
• where needed, protect participants’ identities by anonymising data.
• address access restrictions to data in the data management and sharing plan, 

before commencing research.
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Consent, anonymisation and strategies to 
enable further re-use of data

Make explicit mention of the planned procedures to handle consent for 
data sharing for data obtained from human participants, and/or how to 
anonymise data, to make sure that data can be made available and 
accessible for future scientific research.
At UK Data Service we advise researchers to employ a three-pronged 
strategy: 

• Consent.
• Anonymisation.
• Access Control.
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Consent

Consent is the process by which a researcher discloses appropriate 
information about the research so that a participant may make a 
voluntary, informed choice to accept or refuse to cooperate.

Why to seek consent? 
• Participants understand what they’re signing up to making participation
and research more effective .

• Research conducted is ethical.
• Compliance with data protection regulation .
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Three key areas to be addressed

Wording in consent forms and information sheets could be 
broken down in  three key areas:

• Taking part in the study.

• Use of the information in the study.

• Future use and reuse of the information by other.
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UKDS Model Consent Form template
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Available at https://ukdataservice.ac.uk/ukdamodelconsent/

https://ukdataservice.ac.uk/ukdamodelconsent/


Best practices 

• Explicitly mention planned procedures to handle consent for data 
sharing.

• Ensure that consent procedures inform participants correctly about 
data sharing intentions.

• Do not preclude or unnecessarily limit sharing of data.
• Do not set a time limit on the retention of the data.
• Avoid stating that all data will be destroyed at the end of the project.
• Avoid statements such as ‘data will not be shared outside of the 

project.

Guidance on consent and ethics
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https://ukdataservice.ac.uk/learning-hub/research-data-management/ethical-issues/consent-for-data-sharing/


Duty of confidentiality and data sharing

• Exists in UK common law and may apply to research data.

• Disclosure of confidential information is lawful
when:

• the individual to whom the information relates has 
consented.

• disclosure is necessary to safeguard the individual, or 
others, or is in the public interest.

• there is a legal duty to do so, for example a court order.

• Best practice is to avoid very specific promises in consent 
forms.
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Data protection considerations

• If personal information about people is collected or used in research, then
the data protection regulations applies.

• Data protection act 2018 (DPA), General data protection regulation 2018
(GDPR) & the UK GDPR 2021.

• DPA (2018) & the UK GDPR (2021) applies when
 a researcher based in the UK collects personal data about people anywhere in the world. 
 a researcher outside the UK collects personal data on UK citizens.

• DPA (2018), EU GDPR (2018) & the UK GDPR (2021) applies when 
 a researcher based in the UK collects personal data about people across Europe.
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Anonymisation

• Anonymisation allows data to be shared, whilst preserving 
privacy. For example, identifiers are changed in some way, 
such as being removed, substituted, distorted, generalised or 
aggregated.

• Make explicit mention of how to anonymise data.
• If you are unsure of how issues of confidentiality are to be 

addressed to facilitate data sharing, please get in touch for 
advice.

Guidance on anonymising data.
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https://ukdataservice.ac.uk/contact/
https://ukdataservice.ac.uk/learning-hub/research-data-management/#anonymisation


Access control

• Address access restrictions to data in the data management 
and sharing plan, before commencing research.

• Researcher should always consider if dissemination embargo 
is needed, e.g. for publication purposes.
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Licencing and access framework at UKDS
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• No real disclosure risk. Under open 
licences; almost no restrictions on 
reuse.

Open

• Zero to low real disclosure risk. Requires 
authentication and authorisation e.g. 
registered user and End User Licence 
Agreement.

Safeguarded

• Real disclosure risk. Requires project 
approval, user vetting and training; 
access via a safe setting; output 
checking.

Controlled



Copyright and intellectual property ownership

• Copyright is an intellectual property right assigned automatically to 
the creator.

• Data owner (researcher) has copyright of research data & data 
archives do not hold copyright ownership.

• Compiled datasets contain original copyright – seek permission to 
archive when collecting.

• State who will own the copyright and IPR of any new data that you 
will generate.
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Best practices when using secondary data

Question to ask:
• Who the copyright holder of the datasets is?
• Are you allowed to use them and in what way?
• Are you allowed to archive and publish them in a 

data repository?

• If not, you may need to seek for further permission to 
distribute material you do not own - copyright clearance.

• If permission is not granted, need to remove copyrighted 
variables/material before publishing or sharing.
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Further information
• Guidance on ethical issues
• Guidance on rights in data
• Guidance on Data Protection Act
• Guidance on other rights including Freedom of Information Act
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Useful links

https://ukdataservice.ac.uk/learning-hub/research-data-management/#ethical-issues
https://ukdataservice.ac.uk/learning-hub/research-data-management/#ethical-issues
https://ukdataservice.ac.uk/learning-hub/research-data-management/#rights-in-data
https://ukdataservice.ac.uk/learning-hub/research-data-management/#data-protection


Responsibilities

Indicate who within your research team will be responsible for data 
management, metadata production, dealing with quality issues and 
the final delivery of data for sharing or archiving
• If several people will be responsible, state their roles and 

responsibilities 
• For collaborative projects explain the coordination of data 

management responsibilities across partners 

Further information on data management roles and responsibilities

Further information on how to cost data management
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https://ukdataservice.ac.uk/learning-hub/research-data-management/plan-to-share/roles-and-responsibilities/
https://ukdataservice.ac.uk/learning-hub/research-data-management/plan-to-share/costing/


Preparation of data for sharing and archiving
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Must consider:
i) plans for preparing and documenting data for sharing and 

archiving are appropriate.
ii) enough evidence was provided that the data will be well 

documented during research to enable high quality 
secondary research.



Data management checklist 
(UKDS)
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https://ukdataservice.ac.uk/learning-hub/research-data-management/plan-to-share/checklist/


Tools and templates

• Funder template for DMP
• ESRC DMP requirements in data policy and DMP guidance
• MRC DMP guidance and template
• AHRC DMP requirements
• NERC DMP guidance and template

• DCC’s DMPonline tool
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https://esrc.ukri.org/files/about-us/policies-and-standards/esrc-research-data-policy/
http://ukdataservice.ac.uk/manage-data/plan/dmp-esrc.aspx
https://mrc.ukri.org/research/policies-and-guidance-for-researchers/data-sharing/
https://ahrc.ukri.org/funding/research/researchfundingguide/attachments/datamanagementplan/
https://nerc.ukri.org/research/sites/environmental-data-service-eds/dmp/
https://dmptool.org/


Thank you.
UK Data Service
Email: datasharing@essex.ac.uk
Twitter: UKDataService
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